
Conduct whole NI process from ISP (Information Strategy Planning)to Operation Guiding with 
KMT’s own Methodology adopted to many projects successfully 
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Based on global standard (ISO 27001), we build up ISMS(Information Security Management 
System) and design security system for all of vertical market. 
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Design 
• Risk Analysis  

• Security System Design  

• Actual Budgeting 

Vulnerability 
Scanning 

• Scan the potential vulnerabilities and 
remove or fix them from legacy system 

Penetration Test 
• Test application system 

• Test legacy security system 

Supply of Security 
Solution 

• Security solution for Point Of Sales 
System 

• Others 

ISP 
• Formulating Information Security 

Strategy reflected Customer’s Business 
Plan 

• AS-IS Analysis including business and services 

• Network Design  

• Actual Budgeting 

• RFP & BMT 

• Detail Configuration for Network 
Equipment 

• Network Equipment installation 

• Unit Test / Acceptance Test 

• Transferring operational knowhow 

• Training 
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